
 
 

Logging in for the first time 
 

When a user account has been created for you, you will receive an email like the one shown below. This 
email will include your temporary password and PIN.  
 

 
 
To log in for the first time, navigate to your designated iRemit site and enter the username and 
temporary password provided to you. Note – Usernames are not case sensitive, but passwords are. 
 

 
 
Once you sign in with your password you will be asked to input your temporary PIN. To enter your PIN 
number, you must use your mouse to click on the numbers on the on-screen keypad. Note – for security, 
the PIN number pad numbers are intentionally out of order.  
 

 
 



The first time you log in, you may need to enter a security code, which will be sent to your email 
address. You will have 4 attempts to enter the passcode. 
 

 
 
After you enter your PIN, you will be asked to enter your temporary password and PIN again, as well as 
create your new permanent password, PIN, and security question. You can choose the security question 
that best suits you from the provided dropdown list and answer it directly below. Note – the “Current 
Password” and “Current Login PIN” are the temporary credentials that you just signed in with.  
 

 
 
Once you successfully complete the form, you will be brought back to the login screen to sign in with 
your new credentials.  
 

 
 
  



After logging in the first time, click on Security followed by Manage Profile to update your user profile 
and security question in case you forget your Password or PIN. 
 

 
 

  

 

Multi-Factor Authentication 
 

You will also be presented with a pop up to configure multi-factor authentication (MFA) upon first login. 
Once you’re signed in, you will be prompted to set up your advanced MFA. Click Next to continue.  
 

 
 
Choose your method and click Next to continue. The options presented to you may vary from the 
screenshot below. Follow the instructions on screen to finalize the setup of your chosen MFA. 
 

 
 
  



Once you have successfully set up MFA, you will see the below popup.   
 

 
 
 

Forgot Password or PIN 
 

If you forget your password or PIN, click on Forgot password or PIN in the lower left-hand corner of the 
login screen.  
 

 
 
Fill out the form and click Save to advance to the next screen. Note – you must remember the security 
question you originally set and select it from the list before answering.  
 

 
 
  



Once you click Save, you will be presented with the message below. Check your email for the reset link.   
 

 
 
If the information you entered is correct, you will receive an email like the one below. Click the link in 
the email to be brought to the change password screen. If, due to security, you cannot click links in 
email, you are provided with the full URL that you can copy and paste into a browser.  
 

 
  
Once you click the link you will be brought to the change password/PIN page. Check the box next to the 
item you want to change and fill out the item as well as the confirmation field and click Save in the lower 
right-hand corner of the screen.  
 

 
 



The system will display a notice that the credentials have been changed successfully. Click OK to be 
navigated back to the login screen. Use your newly reset password and/or PIN to log into the system. 
 

 
 
 

View Files and Reports 
 

To view Files and Reports, click on Reports followed by View Files/Reports.  
 
 
 
 
 

Using the From Date Field   
 

Enter a date range and click Search. 

 
 
A list of available reports will appear. Click the checkbox for each report you want to view, or click Select 
All to view all reports. Note – reports will open in a separate tab in your browser and may be blocked. In 
this scenario, please work with your IT department to allow new tabs and popups on iRemit. 
 

 
 

Downloading Reports 
 

An example of a report to view or download is shown below. 
 

 



Click the checkbox for each report you want to download or click Select All to download all reports. Then 
click Download File at the bottom of the page. Depending on your browser, clicking Download File may 
prompt you to open or save the file, or it may automatically download the file. Choosing Save will 
download the files in a zip format to your default download folder. The report listing will be updated 
with the download date and time and the user who downloaded it. 
 
 

Exception Handling 
 

Items that need additional information to be processed (such as account number) are exceptions. You 
will receive email notification of any exceptions that need to be processed. To process the items, log 
into iRemit and click Batch Exception under the Batch Menu.  
 

 
 
Once there, you will see your account listed as needing exception handling. Click the open icon on the 
far right to open the pricessing screen.  
 

 
 
The remarks will state why the transaction was sent to execptions. Fill in the missing data fields and click 
Update when you are finished. When you select Update, the item(s) will be sent back into the queue for 
balancing by First Carolina Bank. 
 

 



 
Below is a list of the functions you can perform on this page and what they do.  
 

Add Group – Allows you to assign multiple remittance numbers to any number 
of checks. 
Payor File – Look up remittance information from the payor file that is stored 
within iRemit. 
Previous & Next – Navigate through transactions. By choosing NEXT, you can 
advance to the next available transaction within the batch. The batch cannot be 
completed until all skipped and unprocessed transactions are completed.  
Update – Edits and accepts the data entry of a given transaction and advances 
to the next available transaction. This is the equivalent of hitting the ENTER key 
on the keyboard.  
Refresh – Re-displays the original information for the currently displayed 
transaction.  
Remove/Return – If a user determines the exception item must be returned, 
they will select this option and fill in the remarks and select save. From there a 
user will need to remove the trancation from the physical batch and either 
return it or rescan it. 
List Batch – Displays all transactions in the batch. Click the line of any chosen 
transaction to re-open the transaction in the processing window displaying that 
transaction. 
Close Batch – Exits the batch processing window and returns the user to the 
Batch List screen. Once the batch is selected again, the user will pick up where 
the batch was left off. 

 
 

Researching Transactions 
 

To Research a transaction, click on Batch, then Research.  
 

 
 
You can search transactions based on any field that is being tracked for your account. Choose the Bank 
Name and the Date Range. Enter any additional search criteria, then click Search. 
 

 



Entering more specific information will yield more specific results. For example, the search below is for 
remittance names that contain the consecutive letters “al.” As another example, if you were to enter 
175.00 in the check amount field, your results will be narrowed to check amounts containing $175.  
 
Select the checkbox to the left of the transaction of any image(s) you want to view and click View Image.  
  

 
 
Click the right arrow to view the remittance document. The other buttons at the bottom will rotate the 
check images 90° to the right and left, zoom in and out, and flip image (rear).  
 

    

 
  



Researching Transactions – Download Zip Option 
 

Click Download Zip to create a searchable archive of the selected transactions. Before creating a 
Download Zip file, you will be prompted to create a password for the archive file. Enter the desigered 
password and click Generate.  
 

 
 
 
 

 
The file will take about 10 minutes to generate, and large date ranges could take up to 30 minutes. Once 
you download the zip file, it will contain a folder of TIF image files and a CSV file with transaction data.  
 

 
 

 
 

 
 



Note – when you attempt to extract the zip file, you will be prompted to enter the password you created.  
 

 
 

 
 
 
 
 


